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http://www.youtube.com/watch?v=BhU9hOo5Cuc
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AI history
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AI timeline



Interactive System History 



Language Empowering Intelligent Assistant



Dialog System
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Microsoft Chatbot Tay

■ In 2016 March, Microsoft released Tay— a Twitter bot that the company described as an 

experiment in "conversational understanding." The more you chat with Tay, said 

Microsoft, the smarter it gets, learning to engage people through "casual and playful 

conversation."

■ Unfortunately, it took less than 24 hours for Twitter to corrupt an innocent AI chatbot to a 

sexist and racist chatbot



http://www.youtube.com/watch?v=FQn6aFQwBQU


Amazon Echo ■ A woman in Portland, Oregon found out that her 

family’s home digital assistant, Amazon’s Alexa, 

had recorded a conversation between her and 

her husband without their permission or 

awareness, and sent the audio recording to a 

random person on their contacts list.

■ Amazon later acknowledged the incident, and 

announced that it wasn’t a hack, offering this 

narrative of what happened:

https://qz.com/1288743/amazon-alexa-echo-spying-on-users-raises-a-data-privacy-problem/

https://qz.com/1288743/amazon-alexa-echo-spying-on-users-raises-a-data-privacy-problem/




Google Duplex
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http://www.youtube.com/watch?v=D5VN56jQMWM


■ People are concerned about an AI acting like a human, and deceiving the other side.

https://towardsdatascience.com/is-google-duplex-ethical-and-moral-f66a23637640

Google Duplex: Concerns

https://towardsdatascience.com/is-google-duplex-ethical-and-moral-f66a23637640


Task-Oriented Dialog System
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http://www.youtube.com/watch?v=8UNpeETggpU


Task-Oriented Dialog System
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http://www.youtube.com/watch?v=EYC_wxnIOtc




Questions on IoT and Smart Devices

■ Is the device always listening? 

■ Who can see the photos and videos it takes? 

■ Are our private data being collected or being used somewhere? 

■ How can we ensure that our data is protected properly?

■ Can the companies and government have access to my private data?

■ What if my device or company’s system get hacked? 



Questions on Surveillance 

■ Mass surveillance, whether or not involving AI, is a serious breach of privacy.

■ NSA’s illicit gathering of telephone calls (revealed by Edward Snowden) 

■ Mass surveillance in the US is designed to target enemy combatants,  but what if it 

turns towards ordinary citizens?

■ On the other hand, mass surveillance can also significantly assist in crime 

prediction and prevention. Is it really worth it?

■ What if the system gets hacked?



■ AI can be used to predict crime in advance.

– US, UK, and China are actively working on 

Predictive Policing that predicts crime with 

AI and data analysis.

■ AI can aid coping with cybercrime.

– Detection and intervention of stealthy 

malicious attacks in advance.

■ Dubai already has operational robocops

and plans to have 25% of the police force 

as robocops by 2030.

– Identify wanted criminals, collect evidence, 

and patrol busy areas

■ Several IoT devices are also already 

assisting police work in the field.

– E.g. GPS projectiles, body cams

Predictive Policing



Questions of 
objectivity

– Brisha Borden (right) was assigned as High 

Risk of 8, while Vernon Prater (left) was 

assigned as Low Risk of only 3.

– Brisha Borden had only juvenile 

misdemeanors while Vernon Prater was a 

convicted felon for multiple armed robberies 

and subsequent grand theft.

– Brisha Borden was “black” while Vernon 

Prater was “white”.
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