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Global Research 
Studying cybercrime trends 

and perpetrators 

Understanding digital 
investigation processes 

Global Tools 
Standardizing assessment 

and training methodologies 

Developing tools for 
cooperation in digital cases 

National Capacity 
Training law enforcement, 

prosecutors and judiciary in 
cybercrime investigation, 

digital forensics and 
evidence 

International 
Cooperation 

Strengthening informal and 
formal cooperation 

mechanisms 

Joined-up 
Programming 

Highlighting cybercrime 
aspects of illicit trafficking 

and money laundering 
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Cybercrime Repository 

Commission on Crime Prevention and Criminal Justice 
(CCPCJ) 2013 

Resolution 22/8 

Promoting technical assistance and capacity-building to 
strengthen national measures and international cooperation 
against cybercrime 

5. Further requests the United Nations Office on Drugs and 
Crime to serve as a central data repository of cybercrime 
laws and lessons learned with a view to facilitating the 
continued assessment of needs and criminal justice 
capabilities and the delivery and coordination of technical 
assistance; 
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Cybercrime Repository - Sources 

UNODC 
Comprehensive 

Study on 
Cybercrime 

(Questionnaires) 

Information received 
from Member States 

Open source 
research 
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http://cybrepo.unodc.org 
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Database of Legislation 

Personal Data Act (523/1999)  
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• Direct & quick response from Europol Cyber Crime Centre 

Operation ‘Exposure’  

• Servers hosted in Bulgaria and Czech Republic 

• Simultaneous arrests, house searches and disruption of the 
servers 

• International cybercrime investigation 

• 2012 - 25 alleged members of the international hacking 
network ‘Anonymous’ arrested in Argentina, Chile, Colombia 
Spain 

• Charges: illegal interference, breach of privacy and disclosure 
of confidential information  
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The cybercrime repository can assist countries in the 
fight against cybercrime 

• Legislative drafting 
• Policy response to cybercrime 
• Good practices & lessons learned in 

investigation, prosecution and prevention 
of cybercrime 

• Cooperation with third parties 
• Formal and informal international 

cooperation 



Thank you! 
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