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Note

In accordance with the mandate given to it by member States, UNCTAD’s E-Commerce and Digital Economy (ECDE) Branch in the UNCTAD Division on Technology and Logistics aims to contribute to enhanced inclusive and sustainable development gains from e-commerce and the digital economy for people and businesses in developing countries, particularly least developed countries (LDCs). The ECDE Programme works with government policymakers and development partners, civil society and the private sector to strengthen the readiness of developing countries to harness the opportunities and address the risks presented by digitalization in four main ways, by:

- Providing better evidence on what policy changes are needed at the national, regional and international level to generate more inclusive and sustainable outcomes in the data-driven digital economy, including through the biennial Digital Economy Report;

- Offering tailored assistance to low-income countries to build their capacities to engage in and benefit from e-commerce and the digital economy (eTrade Readiness Assessments, E-commerce Strategies, E-commerce and Law Reform, Measuring the Digital Economy);

- Empowering women digital entrepreneurs in developing countries to become more visible as role models and therefore better heard by policy makers to foster change in the business enabling environment (eTrade for Women);

- Paving the way for more collaborative efforts and effective partnerships to make better use of scarce resources in the area of digital for development and build consensus (eTrade for all, eCommerce Weeks, Intergovernmental Group of Experts).
Foreword

BY SHAMIKA N. SIRIMANNE
DIRECTOR, DIVISION ON TECHNOLOGY AND LOGISTICS

Accelerated digitalization has marked the experience of many in the past few years. This has led to a surge in digital data and data flows across borders. It is fair to say that we are still looking for answers on the best approaches to handling data to ensure favourable outcomes. However, how we deal with data and data flows will have significant implications for our ability to meet the Sustainable Development Goals. And it will affect the lives of people in countries at all levels of development. This therefore remains one of the main policy challenges of our time.

This report, and its underlying survey of G20 member States and invited guests during Indonesia’s 2022 G20 Presidency, highlight the multidimensional nature of data and consequently the multitude of legislation which impact many areas for policy making, including child protection, health, competition, financial markets, and data governance.

Harnessing data for all people and the planet will require new thinking on and innovative approaches to the governance of data. The discussions within the G20’s Digital Economy Working Group fostered efforts to strengthen stakeholders’ understanding of commonalities, complementarities, and elements of convergence between regulatory approaches, including the existing regional and multilateral arrangements, that enables data to flow with trust.

Previous UNCTAD publications and research have demonstrated that the challenge going forward is to govern data and data flows in such a way that gains can be shared more equitably. And this process must allow for sufficient policy space for countries at varying levels of digital capabilities, to promote national priorities and development objectives, while also addressing possible risks from digitalization.

This report reflects UNCTAD’s commitment to providing new knowledge and insights to policy makers and to contribute to the much needed dialogue among member States on how to govern cross-border data flows with a view to fostering sustainable development.

While the body of this report looks at G20 participants, the United Nations has a key role to play, being the most inclusive forum in terms of country representation.
Important lessons can perhaps be drawn from the work on climate change, ensuring that all development aspects are considered. In the Digital Economy Report 2021, we recommended the establishment of a body or mechanism to facilitate more dialogue and coordination on data governance. It would need to be multilateral, multidimensional and multistakeholder in its approach.

This report can contribute to building greater awareness of all the relevant areas that Governments are considering in the context of data governance, and support evidence-based consensus-building towards improving a balanced global approach to governing data.
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## Acronyms and abbreviations

<table>
<thead>
<tr>
<th>Acronym</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>G20</td>
<td>Group of Twenty</td>
</tr>
<tr>
<td>OECD</td>
<td>Organisation for Economic Co-operation and Development</td>
</tr>
<tr>
<td>UNCTAD</td>
<td>United Nations Conference on Trade and Development</td>
</tr>
</tbody>
</table>
1. Introduction

Data have become a key strategic asset for the creation of both private and social value. If well managed, data can help address global development challenges such as pandemics and climate change while promoting prosperity. However, negligent handling of data can contribute to highly unequal development outcomes and undermine the functioning of the Internet.

Unified measurement of global data flows does not exist. However, it is clear that an already existing upward tendency was accelerated by COVID-19 when many activities moved online. One estimate suggested that the global Internet Protocol traffic in 2022, both international and domestic, would exceed all Internet traffic up to 2016. Meanwhile, this increase in data traffic and extent of value capture from the digital economy is not equally distributed across and between countries; available information suggests that traffic, which can be seen as a rough proxy for value, is predominantly concentrated on two main East-West routes, between North America and Asia and North America and Europe (see Figure 1).

As highlighted in the Digital Economy Report 2021 (UNCTAD, 2021), the global landscape for the governance of data is fragmented, with countries adopting different approaches to regulate and safeguard data flows across borders. There is a lack of globally agreed common definitions and understanding of basic concepts related to data and data flows. The various taxonomies that are used to classify types of data are sometimes based on different criteria. For example, data may be collected for commercial or governmental purposes; used by the private or the public sector; may be instant or historic; sensitive or non-sensitive; personal or non-personal. Different understandings of key terms and approaches may undermine the interoperability of data access and sharing, including across borders.

Regardless of the different definitions and concepts related to data and data flows, there are initiatives in the G20 and beyond to identify and unify convergences, commonalities and complementarities, in order to help in the adequate development on the subject, through the experiences and authorities in the field of personal data protection of each country.

---


2. This statement refers to openly available information from TeleGeography, the largest provider of data and analysis on long-haul networks and the undersea cable market. More information is available for subscription. Thus, it could be the case that more detailed statistics exist, but are proprietary.
The interface between the use of different taxonomies and cross-border data flows has not yet been much explored. This report analyses the responses to a survey of G20 Members’ current laws and regulations pertaining to cross-border data flows. It seeks to establish a better understanding of where there are commonalities, complementarities, convergence and divergence, and contribute to further dialogue on how to shape governance frameworks that can facilitate cross-border data flows and data free flow with trust.

This report focuses predominantly on domestic policies of G20 member States and invited guests’ affecting data flows. Consequently, they highlight unilateral ways of handling data-related issues and indirectly illustrate countries’ national priorities in safeguarding data and enabling data flows. For international discussions in this area to succeed, a better understanding of the national perspectives can be a beneficial component.

---

3. The nine invited guest countries under the Indonesian presidency: Cambodia, Fiji, the Netherlands, Rwanda, Senegal, Singapore, Spain, Suriname, and United Arab Emirates.
Data free flow with trust and cross-border data flows are topics of discussion among G20 members since the Japanese Presidency in 2019. They continued under the Saudi Presidency in 2020 and the Italian Presidency in 2021. In 2022, under the Indonesian Presidency, the Digital Economy Working Group met for the first time, taking over from its predecessor, the Digital Economy Task Force.

Discussions on cross-border data flows concern all countries, beyond the G20. This is also reflected in the growing body of relevant initiatives since 2021 such as the African Union Data Policy Framework, the G7 Trade Ministers’ Digital Trade Principles, multiple United Nations’ initiatives – the Secretary General’s “Our Common Agenda” and UNICEF’s Global Development Commons – and initiatives from civil society, for instance, the Datasphere Initiative.

Furthermore, there is an increasing body of policy relevant research on cross-border flows, as demonstrated by the Digital Economy Report 2021 (UNCTAD, 2021). Moreover, the OECD reports on Mapping approaches to data and data flows (OECD, 2020) and on Mapping commonalities in regulatory approaches to cross-border data transfers (Casalini et al., 2021) inform on the existing approaches for governance of data flows and options on regulatory approaches. The latter report put an emphasis on trade related aspects.

To complement these insights, this report is based on G20 Members’ responses to a survey asking for any type of law and regulation linked to cross-border data flows. Given the growing role of data for all aspects of life, broadening the perspective for international cooperation in the area of cross-border data flows will be essential to ensure that in the future the gains from digitalization can be shared more broadly across countries for the benefit of society, economies, people and the environment.

7. https://gdc.unicef.org/
8. https://www.thedatasphere.org/
2. Survey methodology

Description of the questionnaire

Responses by G20 Members and invited guests inform this report and analysis. The underlying survey elicited information on existing laws and regulations and some proposals that include provisions affecting cross-border data flows. This report aims to provide a description of the existing landscape in member States of laws and regulations that take cross-border data flows into account.

The survey aimed to categorize which types of data certain laws and regulations are linked to and how these categories are defined. Categories include personal, non-personal, critical and sensitive data.

This information was complemented by information on whether the law or regulation is specific to a sector and on the ministries and agencies responsible for its implementation. Moreover, the survey aimed to find out how these laws and regulations impact cross-border data flows. In a second part, the survey asked about national (multistakeholder) coordination on data governance issues.

Motivation to include questions

The survey was as open ended as possible for countries to submit their laws and regulations. Given the growing importance of data in all areas, the results presented here are indicative, but not exhaustive. The questions aimed to create basic profiles of laws and regulations that pertain to cross-border data flows. They may indicate certain country-specific priorities but also highlight how pervasive data are in all areas of the economy and society.

Response rates by section

The response rate and level of engagement were high, with 90 per cent of G20 Members submitting responses plus contributions from five guests. Overall, the submissions included 92 national laws, regulations, and guidelines.
3. Survey results

Analysis of laws and regulations presented

Definitions

Discussions in international fora on data and data flows can be facilitated by using common definitions for various concepts and terms when regulating data and data flows. Against this background, the survey requested respondents to specify, where possible, the definitions used in the different laws.

Personal data

At a basic level, definitions appear to be aligned, as also pointed out in OECD (2020). In the submissions to the survey, the definitions of “personal data” overlap to a great extent across Members, although the level of detail provided varies (see Annex table 1). As some laws and regulations predate the recent years of accelerated digitalization, the definitions referring to personal or sensitive information are included as well.

Some national laws limit the definition of personal data to information on identified or identifiable persons without any further details.

In a law of Mexico, a further clarification on “identifiable” is added, by stressing “when his/her identity may be directly or indirectly determined from any information”. Similar clarifications are also found in legal texts from the European Union, the Republic of Korea and the United Kingdom of Great Britain and Northern Ireland.

Definitions also vary with respect to the level of detail on the kind of information that may make someone identifiable. For example, Canada’s Privacy Act includes, but is not limited to, 23 specific features of information. Saudi Arabia lists 11 features in its Personal Data Protection Law, the United States of America includes 11 in its Privacy Act, the definitions offered by the European Union and United Kingdom of Great Britain and Northern Ireland cover 10 categories, while the personal information protection act of the Republic of Korea contains three (see Annex table 1). Singapore’s Advisory Guidelines on Key Concepts in the Personal Data Protection Act extends the Act’s definition by providing examples of possible features that make an individual identifiable.

Another way to group the definitions is by their inclusion of provisions on whether and how these data are recorded or stored. Elements to this effect are included in the definitions used by, for example, Australia, China, Indonesia and the United States of America.
Sensitive data

The term “sensitive data” in the submissions is universally understood to be a subset of personal data (see Annex table 2). National definitions vary with regard to the kind of elements which are included as sensitive information (see Table 1).

Table 1: Elements included in sensitive data definitions

<table>
<thead>
<tr>
<th>Categories</th>
<th>Argentina</th>
<th>Australia</th>
<th>Brazil</th>
<th>Mexico</th>
<th>Saudi Arabia</th>
<th>Republic of Korea</th>
<th>Türkiye</th>
<th>United Kingdom</th>
</tr>
</thead>
<tbody>
<tr>
<td>Biometric information</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Credit data</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Criminal records</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Ethnic/racial/tribal origin</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Genetic information</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Health information</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Location data</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Philosophical/moral conviction</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Political assoc. membership</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Political opinions</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Religious belief</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Sex life</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Trade union membership</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Unknown parentage</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

Source: UNCTAD, based on survey responses by G20 member States and invited guests.
Critical data

Another term used in discussions around cross-border data flows and their regulation is “critical data”, which is often left intentionally ambiguous (UNCTAD 2021: 129). The laws and regulations submitted seem to confirm this observation. Three countries refer to critical data in their submissions (Republic of Korea with respect to cloud computing, Saudi Arabia for critical systems cybersecurity controls and Türkiye in the context of statistics). Critical data are defined only in one instance, in the Republic of Korea’s Standards for Cloud Computing Service Information Protection (see Table 2).

<table>
<thead>
<tr>
<th>Republic of Korea</th>
<th>Critical data: Important internal information data such as electronic approval, HR, and accounting management</th>
</tr>
</thead>
</table>

Table 2: Critical data definition

Areas and sectors covered by the data regulations

The survey submissions highlight the multi-dimensionality of data and the diversity of areas potentially affected by data flows. Forty-two laws and regulations were predominantly linked to personal data, 9 relate to non-personal data, and 41 refer to all types of data (see Annex table 3).

As the term data free flow with trust implies, transferring data internationally requires a certain level of trust or legal safeguards which ensure that data are protected to a similar extent outside the country as within. In line with this, a large share of submitted laws and regulations that are linked to cross-border data flows are focused on personal data and provisions allowing their transfer abroad, specifically with respect to personal data protection and privacy (see Annex table 3, column 1). It is therefore not surprising that 28 submissions primarily focus on these aspects of safeguarding.

These are complemented by laws that are less broad and more specific to electronic communications, health, financial transactions and the public sector. One law specifically addresses children’s privacy protection online, an aspect of the digital economy that was included for the first time in the Declaration of G20 Digital Ministers in Trieste under the Italian Presidency and in the included G20 High Level Principles for Children Protection and Empowerment in the Digital Environment (G20, 2021).9

In the domain of submissions pertaining to non-personal data (see Annex table 3, column 2), submissions can be grouped into four categories: geospatial data (2 submissions), trade secrets and intellectual property (4), trade (1) and cybersecurity (1).

Laws and regulations touching on all types of data (see Annex table 3, column 3) are related to the categories shown in Figure 2.

---

Figure 2: Categories of laws and regulations affecting “all data”

Source: UNCTAD, based on survey responses from G20 member States and invited guests.

These main themes are also mirrored in the list of sectors shown in Table 3, to which some of the laws and regulations are specific.

Table 3: Sector-specific legislation

<table>
<thead>
<tr>
<th>Sector concerned</th>
<th>G20 Members with relevant laws</th>
</tr>
</thead>
<tbody>
<tr>
<td>Banking, financial sector, capital markets</td>
<td>Saudi Arabia, Türkiye, United States</td>
</tr>
<tr>
<td>Defense and related private sector</td>
<td>United States</td>
</tr>
<tr>
<td>Geospatial</td>
<td>Indonesia, Republic of Korea</td>
</tr>
<tr>
<td>Health</td>
<td>Indonesia, United States</td>
</tr>
<tr>
<td>ICT and telecommunications</td>
<td>European Union, Indonesia, Saudi Arabia, Türkiye, United Kingdom, United States</td>
</tr>
<tr>
<td>Public sector</td>
<td>Brazil, Canada, Mexico, Republic of Korea, Saudi Arabia, United States</td>
</tr>
<tr>
<td>Trade</td>
<td>European Union, Indonesia, United States</td>
</tr>
</tbody>
</table>

Source: UNCTAD, based on survey responses from G20 member States and invited guests.

Data governance and the handling of data-related policy questions are not limited to one single ministry or agency. Instead, the multifaceted nature of data touches policymaking of many government institutions (see Figure 3). This suggests a growing need to ensure having relevant expertise in data-related aspects across all ministries involved in data governance.

Given the diversity of legal areas emerging from the submissions, it is clear that policies to enable data free flow with trust go well beyond the trade domain, which is
where most of the international discussions on cross-border data flows are currently happening as evidenced by international and regional agreements related to trade. Indeed, a lot of legislation is primarily concerned with personal data related aspects that may not be linked to trade, such as health or law enforcement. For example, the recent experience of COVID-19 and the international collaboration to fight the pandemic, brought the role of responsible scientific use of health and related data to the centre of attention.

Cross-border data flow provisions

Policy approaches to governing cross-border data flows can be divided into unilateral, bilateral and multilateral ones, as reflected in the survey submissions.

Unilateral approaches

First, most Members use adequacy, standard contractual clauses or binding corporate rules to enable international data transfers. These provide an assessment of data protection (for personal data) before allowing data flows to take place.

Second, data transfer plans requiring government approval are another unilateral mechanism to facilitate data free flow with trust. These are employed by Indonesia with respect to geospatial data, health data and personal data protection. Similarly, Türkiye’s banking law has provisions which allow the Board of the Banking Regulation and Supervision Agency to prohibit international data flows as does their regulation on private archival material.

Third, multiple submitted laws and regulations require consent from the data subject as a condition for international data flows. This is often used in the context of personal data.

Another approach relates to data localization requirements. It is unilateral, but limits or conditions data to flow freely. Personal data generated in the Russian Federation and by its inhabitants must be stored locally first before it can be transferred abroad. In the context of cloud computing, Brazil requires a recent data backup to be maintained in its territory. Saudi Arabia requires data and data infrastructure for cloud and IoT systems to be maintained within the country. The same holds for the Republic of Korea’s cloud computing services for public procurement, for which data need to be stored in the country. Türkiye has a provision which requires data from the financial sector and capital markets to have their primary and secondary versions stored domestically, beyond this there are no explicit restrictions on data flows.

Indonesia and the Republic of Korea mandate that geospatial data are saved and processed domestically. Although, Indonesia’s regulation on implementation of geospatial information includes an exception where, when trained labour or equipment is not available within the country, processing can take place abroad.

Finally, Indonesia requires the domestic storage of health data, although under specific circumstances processing can take place abroad.

10. For instance, discussions as part of the Joint Initiative Negotiations on E-commerce, the Comprehensive and Progressive Agreement for Trans-Pacific Partnership, the Regional Comprehensive Economic Partnership and the United States-Mexico-Canada Agreement.
11. See the cloud computing regulatory framework, the IoT regulatory framework, and the essential cybersecurity controls.
Figure 3: Ministries and agencies responsible for different areas of data and data flows based on survey submissions

<table>
<thead>
<tr>
<th>Area</th>
<th>Australia</th>
<th>Brazil</th>
<th>China</th>
<th>Colombia</th>
<th>Ecuador</th>
<th>European Union &amp; its member States</th>
<th>European Union &amp; its member States</th>
<th>European Union &amp; its member States</th>
</tr>
</thead>
<tbody>
<tr>
<td>Data/Information/Privacy protection</td>
<td>Australian Office of the Australian Information Protection Commissioner</td>
<td>Brazil’s Office of the Privacy Commissioner</td>
<td>China’s Office of the State Information Protection Commission</td>
<td>Colombia’s National Authority for Information &amp; Communication</td>
<td>Ecuador’s National Data Protection Authority</td>
<td>European Union’s Directorate-General for Internal Policies &amp; Administration</td>
<td>European Union’s Directorate-General for Internal Policies &amp; Administration</td>
<td>European Union’s Directorate-General for Internal Policies &amp; Administration</td>
</tr>
<tr>
<td>Trade/Financial Markets</td>
<td>Australia</td>
<td>Brazil</td>
<td>China</td>
<td>Colombia</td>
<td>Ecuador</td>
<td>European Union &amp; its member States</td>
<td>European Union &amp; its member States</td>
<td>European Union &amp; its member States</td>
</tr>
<tr>
<td>Geospatial</td>
<td>Australia</td>
<td>Brazil</td>
<td>China</td>
<td>Colombia</td>
<td>Ecuador</td>
<td>European Union &amp; its member States</td>
<td>European Union &amp; its member States</td>
<td>European Union &amp; its member States</td>
</tr>
</tbody>
</table>

Source: UNCTAD, based on survey responses from G20 member States and invited guests.
**Bilateral approaches**

The submitted laws from Canada, Mexico, Singapore and the United States of America refer to contracts and memoranda of understanding for international parties to enable data flows, predominantly for personal data as well as data linked to commodities trading. Similarly, they put the responsibility on the local data controller to ensure that (foreign) data processors adhere to the relevant safeguards.

Judicial cooperation is an essential element of enabling cross-border data flows. Argentina, Canada, the Russian Federation, the United Kingdom of Great Britain and Northern Ireland and the United States of America refer to bilateral judicial cooperation in this context.

Regulatory cooperation on data protection also plays an important role in creating a regulatory environment that enables, and builds trust in, data flows. Enhanced international regulatory cooperation can be secured through arrangements between regulators on issues such as enforcement, and through dialogues and agreements between Governments. Regulatory cooperation is also a key area mentioned in the 2021 G7 Roadmap for Cooperation on Data Free Flow with Trust.\(^{12}\)

**Multilateral approaches**

Given the focus of the survey on domestic laws, references to multilateral approaches are limited in the submissions. However, one of Türkiye’s laws approves the Multilateral Convention on Mutual Administrative Assistance in Tax Matters to improve exchanges between countries on data related to taxation. Furthermore, European Union directives and regulations on establishing a digital single market involve by nature of this political and economic union multiple countries, with an aim of fostering free flow of data within the European Union member States as much as possible – while using adequacy for transfers outside of the single market’s borders. Singapore makes reference to using the Asia-Pacific Economic Cooperation (APEC) Cross-Border Privacy Rules System in a multilateral arrangement for cross-border data flows.

**Policy coordination and consultation**

The multidimensional character of data that plays a role for the economy and society can be harnessed to generate much private and societal economic value. At the same time, many non-economic aspects, such as children’s privacy, other human rights, and security, are also of concern to G20 member States. Given all these dimensions that cannot be disentangled for clear-cut policymaking, data have become a strategic resource for countries, firms and individuals. This suggests that to address existing and future opportunities and challenges related to data and data flows, it becomes increasingly important to develop holistic approaches to data governance (including management and implementation) in cross-border data protection to incorporate the cross-dimensional impact of various policy measures. A whole-of-government approach can be beneficial to determine broad

---

\(^{12}\) https://www.gov.uk/government/publications/g7-digital-and-technology-ministerial-declaration
guiding principles and to coordinate policymaking across ministries and agencies. Furthermore, various actors are differently impacted by data and their governance. Consequently, multistakeholder consultations, which can elicit the needs outside the public sector, can add value for countries’ policy development.

Lead agencies and departments for data governance

Whole-of-government approaches which clearly identify one lead organization for the government’s strategy on data governance may help coordinate requirements and demands from society and economy. Six out of 13 countries that answered this part of the survey questionnaire responded affirmatively to the question of whether they had a ministry or agency that has the primary responsibility for coordinating issues related to data governance. In the United Kingdom of Great Britain and Northern Ireland this responsibility is shared between two entities. The Department for Digital, Culture, Media & Sport leads on general data governance frameworks while the Central Digital and Data Office leads on government data. The responsible agencies and ministries are listed in Figure 4.

Figure 4: Lead agencies for data governance in selected countries

![Lead agencies for data governance in selected countries](image)

Source: UNCTAD, based on survey responses from G20 member States and invited guests.

Mechanisms for multistakeholder dialogue on data governance

A growing number of countries have set up multistakeholder dialogues to secure inputs into the policymaking process. In the survey, ten out of 15 countries that responded to this part indicated that they have such a mechanism in place.

Canada introduced its Digital Charter following multistakeholder consultations. A Digital Charter Implementation Act is currently being discussed in parliament.

Mexico introduced the “Abramos México” initiative in February 2022. It aims to develop a National Open Data Policy in a public, open and collaborative way with multisectoral inputs. This endeavour is promoted by multiple agencies – including
the National Institute for Transparency, Access to Information and Protection of Personal Data, the National Transparency System, the regulatory body for statistical and geographical information – civil society and academia.

The Republic of Korea has set up an “Open Data Strategy Council” under the prime minister, with participation of other ministers, and co-chaired by the private sector. The council guides and coordinates the Government’s policies, plans on open government data, and monitors their implementation. It is led by the Ministry of Interior and Safety.

Saudi Arabia’s national regulatory committee provides a collaborative regulation mechanism through which various regulations linked to digital are harmonised and implemented.

The Data Protection Advisory Committee of Singapore, consisting of public and private sector as well as civil society representatives, advises the Personal Data Protection Commission with respect to reviewing and administrating the personal data protection framework.

In the United Arab Emirates, federal government entities and the private sector engage in consultations for the co-drafting of policies.

The United Kingdom of Great Britain and Northern Ireland incorporates multistakeholder feedback through various mechanisms and fora, including the National Data Strategy Forum and the International Data Transfers Expert Council, expert and advisory groups and expert networks from academia and the private sector. Furthermore, the Government publishes public and stakeholder consultations for policy interventions linked to data.

Finally, three members regularly hold discussions with various stakeholders on data governance issues.
4. Conclusions

The responses to the questionnaire highlight the diversity of laws and regulations which are linked to cross-border data flows. Given the growing importance of data, this trend is likely to continue and ever more sectors may be affected by data and laws governing data flows.

Implications for international cooperation on data governance

The survey highlights that, for some aspects of data, national definitions do overlap a great deal, although there remain differences at a more granular level, for example with regard to the definition of personal data. While the bulk of the submissions is on governing personal data, the responses highlight that several countries also govern non-personal data. Building a deeper understanding of where commonalities and differences may exist is important to explore future opportunities for finding common ground.

The survey responses also illustrate that data flows are not equal to trade, nor are the laws and regulations confined to trade contexts. In none of the countries that responded to the data governance section of survey is the Ministry of Trade or Commerce the lead for issues related to data governance. Nevertheless, at the international level, cross-border data flows are currently discussed predominantly in the context of trade agreements. Furthermore, current international agreements, particularly trade agreements but also discussions within the OECD, the Council of Europe and regional initiatives, tend to be too limited geographically, especially low-income countries are often not parties to these agreements, and in scope, possibly failing to govern cross-border data flows in a way that allows for an equitable sharing of economic development gains while properly addressing possible risks.

The current situation may serve as a point of departure towards broadening the discussion on how data governance frameworks may be developed to support global development goals while allowing sufficient policy space for countries at varying levels of digital capabilities to secure national priorities and development objectives.

13. For a longer discussion on this aspect, please refer to UNCTAD’s Digital Economy Report 2021.
Areas for potential further discussion

Based on the results from this survey, the G20 may in the future wish to discuss possible ways forward to agreeing on common terminology of key concepts related to data governance. In view of the different approaches adopted by Members, further sharing of experiences may be useful with a view to identifying good practices that might be emulated by others. Discussions within the G20 would be part of a broader move towards reaching consensus on the global scale, with participation of all countries. At the same time, discussions on data governance frameworks that enable combining global development goals and countries’ policy space may be helpful. This aspect may be taken up further by the coming Presidencies of India, Brazil and South Africa. Special attention may be warranted to approaches that may help to fully factor in the multi-dimensional character of data, and perspectives of multiple stakeholders, when designing and implementing different laws and regulations affecting data and data flows.
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# 6. Annex

## Annex table 1: Personal data definitions

<table>
<thead>
<tr>
<th>Country</th>
<th>Definition</th>
</tr>
</thead>
</table>
| **Argentina**  
  *Law no. 25.326 on Personal Data Protection (Art. 2)* | Personal data: Information of any kind referring to specific or identifiable natural or legal persons. |
| **Australia**  
  *Privacy Act* | Personal information means information or an opinion about an identified individual, or an individual who is reasonably identifiable:  
(a) whether the information or opinion is true or not; and  
(b) whether the information or opinion is recorded in a material form or not. |
| **Brazil**  
  *General Data Protection Law (Lei Geral de Proteção de Dados Pessoais, Art. 5 I)* | Personal data: information regarding an identified or identifiable natural person. |
| **Canada**  
  *Personal Information Protection and Electronic Documents Act (Definitions)* | Personal information means information about an identifiable individual. |
| **Canada**  
  *Privacy Act (Definitions)* | Personal information means information about an identifiable individual that is recorded in any form including, without restricting the generality of the foregoing,  
(a) information relating to the race, national or ethnic origin, colour, religion, age or marital status of the individual,  
(b) information relating to the education or the medical, criminal or employment history of the individual or information relating to financial transactions in which the individual has been involved,  
(c) any identifying number, symbol or other particular assigned to the individual,  
(d) the address, fingerprints or blood type of the individual,  
(e) the personal opinions or views of the individual except where they are about another individual or about a proposal for a grant, an award or a prize to be made to another individual by a government institution or a part of a government institution specified in the regulations,  
(f) correspondence sent to a government institution by the individual that is implicitly or explicitly of a private or confidential nature, and replies to such correspondence that would reveal the contents of the original correspondence,  
(g) the views or opinions of another individual about the individual,  
(h) the views or opinions of another individual about a proposal for a grant, an award or a prize to be made to the individual by an institution or a part of an institution referred to in paragraph (e), but excluding the name of the other individual where it appears with the views or opinions of the other individual, and  
(i) the name of the individual where it appears with other personal information relating to the individual or where the disclosure of the name itself would reveal information about the individual. |
<table>
<thead>
<tr>
<th>Country</th>
<th>Definition</th>
</tr>
</thead>
<tbody>
<tr>
<td>China</td>
<td>‘Personal information’ refers to various information related to an identified or identifiable natural person recorded electronically or by other means, but does not include anonymized information.</td>
</tr>
<tr>
<td>Indonesia</td>
<td>Personal data is any data about a person (where person is an individual, whether a citizen, foreign national, or an entity) either identified and/or can be identified separately or in combination with other information either directly or indirectly through electronic and/or non-electronic systems.</td>
</tr>
<tr>
<td>Indonesia</td>
<td>Personal data that may identify certain individual directly or indirectly that is stored, maintained which truthfulness and confidentiality thereof secured and protected.</td>
</tr>
<tr>
<td>Japan</td>
<td>Information relating to a living individual which falls under any of the following items: (i) those containing a name, date of birth, or other descriptions, etc. (meaning any and all matters (excluding an individual identification code) stated, recorded or otherwise expressed using voice, movement or other methods in a document, drawing or electromagnetic record (meaning a record kept in an electromagnetic form (meaning an electronic, magnetic or other forms that cannot be recognized through the human senses; the same applies in item (ii) of the following paragraph); the same applies hereinafter) whereby a specific individual can be identified (including those which can be readily collated with other information and thereby identify a specific individual); (ii) those containing an individual identification code.</td>
</tr>
<tr>
<td>Mexico</td>
<td>Any information concerning an identified or identifiable individual.</td>
</tr>
<tr>
<td>Mexico</td>
<td>Any information concerning an identified or identifiable natural person. An individual is deemed to be identifiable when his/her identity may be directly or indirectly determined from any information.</td>
</tr>
<tr>
<td>Russian Federation</td>
<td>Personal data is any information directly or indirectly related to an identified or identifiable individual (data subject).</td>
</tr>
<tr>
<td>Saudi Arabia</td>
<td>Any piece of data, whatever its source or format, that identifies, or makes it possible to identify, a natural person directly or indirectly, e.g. name, personal ID number, addresses, contact numbers, license numbers, records, personal property details, bank account numbers, credit cards, moving or still pictures images of an individual, and other information of a personal nature.</td>
</tr>
</tbody>
</table>

**Country Definitions**

- **China**
  - **Personal Information Protection Law of the People’s Republic of China (Art. 4)**
  - ‘Personal information’ refers to various information related to an identified or identifiable natural person recorded electronically or by other means, but does not include anonymized information.

- **Indonesia**
  - **Government Regulation No. 71 of 2019 Regarding Implementation of Electronic System and Transaction**
  - Personal data is any data about a person (where person is an individual, whether a citizen, foreign national, or an entity) either identified and/or can be identified separately or in combination with other information either directly or indirectly through electronic and/or non-electronic systems.

- **Indonesia**
  - **Minister of Communications and Informatics Regulation No. 20 of 2016 on Personal Data Protection in the Electronic System**
  - Personal data that may identify certain individual directly or indirectly that is stored, maintained which truthfulness and confidentiality thereof secured and protected.

- **Japan**
  - **Act on the Protection of Personal Information**
  - Information relating to a living individual which falls under any of the following items: (i) those containing a name, date of birth, or other descriptions, etc. (meaning any and all matters (excluding an individual identification code) stated, recorded or otherwise expressed using voice, movement or other methods in a document, drawing or electromagnetic record (meaning a record kept in an electromagnetic form (meaning an electronic, magnetic or other forms that cannot be recognized through the human senses; the same applies in item (ii) of the following paragraph); the same applies hereinafter) whereby a specific individual can be identified (including those which can be readily collated with other information and thereby identify a specific individual); (ii) those containing an individual identification code.

- **Mexico**
  - **Federal Law for the Protection of Personal Data in Possession of Individuals (Art.3 V)**
  - Any information concerning an identified or identifiable individual.

- **Mexico**
  - **General Law for the Protection of Personal Data in Possession of Obligated Entities (Art.3 XXI)**
  - Any information concerning an identified or identifiable natural person. An individual is deemed to be identifiable when his/her identity may be directly or indirectly determined from any information.

- **Russian Federation**
  - **Federal Law No. 152-FZ on Personal Data 2006 (Personal Data Protection Act, Art.3)**
  - Personal data is any information directly or indirectly related to an identified or identifiable individual (data subject).

- **Saudi Arabia**
  - **Personal Data Protection Law**
  - Any piece of data, whatever its source or format, that identifies, or makes it possible to identify, a natural person directly or indirectly, e.g. name, personal ID number, addresses, contact numbers, license numbers, records, personal property details, bank account numbers, credit cards, moving or still pictures images of an individual, and other information of a personal nature.
<table>
<thead>
<tr>
<th>Country</th>
<th>Definition</th>
</tr>
</thead>
</table>
| Republic of Korea  
Personal Information Protection Act (Art.2(1)) | The term “personal information” means any of the following information relating to a living individual:  
(a) information that identifies a particular individual by his or her full name, resident registration number, image, etc.;  
(b) Information which, even if it by itself does not identify a particular individual, may be easily combined with other information to identify a particular individual. In such cases, whether or not there is ease of combination shall be determined by reasonably considering the time, cost, technology, etc. used to identify the individual such as likelihood that the other information can be procured;  
(c) Information under items (a) or (b) above that is pseudonymized in accordance with subparagraph 1-2 below and thereby becomes incapable of identifying a particular individual without the use or combination of information for restoration to the original state (hereinafter referred to as “pseudonymized information”). |
| Singapore  
Personal Data Protection Act 2012 (Sec.2) | “Personal data” means data, whether true or not, about an individual who can be identified —  
(a) from that data; or  
(b) from that data and other information to which the organisation has or is likely to have access; |
| Türkiye  
Personal Data Protection Law | ‘Personal data’ means any information relating to an identified or identifiable natural person. |
| United Kingdom of Great Britain and Northern Ireland  
GDPR and Data Protection Act 2018 | ‘Personal data’ means any information relating to an identified or identifiable living individual.  
“Identifiable living individual” means a living individual who can be identified, directly or indirectly, in particular by reference to an identifier such as a name, an identification number, location data or an online identifier, or one or more factors specific to the physical, physiological, genetic, mental, economic, cultural or social identity of the individual. |
| United States of America  
The Privacy Act of 1974, 5 United States Code § 552a | Records maintained on individuals.  
The term ‘record’ means any item, collection, or grouping of information about an individual that is maintained by an agency, including, but not limited to, his education, financial transactions, medical history, and criminal or employment history and that contains his name, or the identifying number, symbol, or other identifying particular assigned to the individual, such as a finger or voice print or a photograph. |
| United States of America  
Health Insurance Portability and Accountability Act of 1996 (HIPAA) Privacy, Security, Breach Notification, and Enforcement Rules (§ 160.103) | Individually identifiable health information is information that is a subset of health information, including demographic information collected from an individual, and:  
(1) Is created or received by a health care provider, health plan, employer, or health care clearinghouse; and  
(2) Relates to the past, present, or future physical or mental health or condition of an individual; the provision of health care to an individual; or the past, present, or future payment for the provision of health care to an individual; and  
(i) That identifies the individual; or  
(ii) With respect to which there is a reasonable basis to believe the information can be used to identify the individual. |
| European Union  
General Data Protection Regulation 2016/679 (Art 4 (1)) and other regulations/directives linked to personal data | ‘Personal data’ means any information relating to an identified or identifiable natural person (‘data subject’); an identifiable natural person is one who can be identified, directly or indirectly, in particular by reference to an identifier such as a name, an identification number, location data, an online identifier or to one or more factors specific to the physical, physiological, genetic, mental, economic, cultural or social identity of that natural person. |
## Annex table 2: Sensitive data definitions

<table>
<thead>
<tr>
<th>Country</th>
<th>Definition</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Argentina</strong></td>
<td>Sensitive data: Personal data revealing racial and ethnic origin, political opinions, religious, philosophical or moral convictions, trade union membership and information concerning health or sex life.</td>
</tr>
<tr>
<td>Law n° 25.326 on Personal Data Protection (Art. 2)</td>
<td></td>
</tr>
<tr>
<td><strong>Australia</strong></td>
<td>Sensitive information means: (a) information or an opinion about an individual’s: (i) racial or ethnic origin; or (ii) political opinions; or (iii) membership of a political association; or (iv) religious beliefs or affiliations; or (v) philosophical beliefs; or (vi) membership of a professional or trade association; or (vii) membership of a trade union; or (viii) sexual orientation or practices; or (ix) criminal record; that is also personal information; or (b) health information about an individual; or (c) genetic information about an individual that is not otherwise health information; or (d) biometric information that is to be used for the purpose of automated biometric verification or biometric identification; or (e) biometric templates.</td>
</tr>
<tr>
<td>Privacy Act</td>
<td></td>
</tr>
<tr>
<td><strong>Brazil</strong></td>
<td>Sensitive personal data: personal data concerning racial or ethnic origin, religious belief, political opinion, trade union or religious, philosophical or political, organization membership, data concerning health or sex life, genetic or biometric data, when related to a natural person.</td>
</tr>
<tr>
<td>General Data Protection Law (Lei Geral de Proteção de Dados Pessoais, Art. 5 II)</td>
<td></td>
</tr>
<tr>
<td><strong>Mexico</strong></td>
<td>Sensitive personal data: Those personal data that affect the most intimate sphere of their owner, or whose improper use may give rise to discrimination or entail a serious risk for the owner. In particular, sensitive data are considered to be those that may reveal aspects such as racial or ethnic origin, present and future state of health, genetic information, religious, philosophical and moral beliefs, trade union membership, political opinions, sexual preference.</td>
</tr>
<tr>
<td>Federal Law for the Protection of Personal Data in Possession of Individuals; General Law for the Protection of Personal Data in Possession of Obligated Entities</td>
<td></td>
</tr>
<tr>
<td><strong>Saudi Arabia</strong></td>
<td>Personal data that reveals an individual’s ethnic or tribal origin, political opinions, religious or philosophical beliefs, or trade union membership. Sensitive data also includes criminal and security data, biometric data for the purpose of uniquely identifying a natural person, genetic data, credit data, health data, location data, and data revealing that an individual is of unknown parent(s).</td>
</tr>
<tr>
<td>Personal Data protection law</td>
<td></td>
</tr>
<tr>
<td><strong>Republic of Korea</strong></td>
<td>A personal information controller shall not process any information prescribed by Presidential Decree (hereinafter referred to as “sensitive information”), including ideology, belief, admission to or withdrawal from a trade union or political party, political opinions, health, sex life, and other personal information that is likely to markedly threaten the privacy of any data subject.</td>
</tr>
<tr>
<td>Personal Information Protection Act</td>
<td></td>
</tr>
<tr>
<td><strong>Türkiye</strong></td>
<td>Personal data relating to the race, ethnic origin, political opinion, philosophical belief, religion, religious sect or other belief, appearance, membership to associations, foundations or trade-unions, data concerning health, sexual life, criminal convictions and security measures, and the biometric and genetic data are deemed to be special categories of personal data.</td>
</tr>
<tr>
<td>Personal Data Protection Law</td>
<td></td>
</tr>
<tr>
<td>Country</td>
<td>Definition</td>
</tr>
<tr>
<td>---------</td>
<td>------------</td>
</tr>
<tr>
<td>United Kingdom of Great Britain and Northern Ireland GDPR and Data Protection Act 2018</td>
<td>In this section, “sensitive processing” means— (a) the processing of personal data revealing racial or ethnic origin, political opinions, religious or philosophical beliefs or trade union membership; (b) the processing of genetic data, or of biometric data, for the purpose of uniquely identifying an individual; (c) the processing of data concerning health; (d) the processing of data concerning an individual’s sex life or sexual orientation. Criminal records are also included under this definition.</td>
</tr>
<tr>
<td>European Union European Union Regulation on the protection of natural persons with regard to the processing of personal data and on the free movement of such data, and repealing Directive 95/46/EC (General Data Protection Regulation)</td>
<td>This Regulation also provides a margin of manoeuvre for Member States to specify its rules, including for the processing of special categories of personal data (‘sensitive data’).</td>
</tr>
</tbody>
</table>
### Annex table 3: Overview of submissions categorized by data type

#### Personal data

**Personal data/information protection**
- Argentina: Law n° 25.326 on Personal Data Protection
- Argentina: Provision n°60 / 2016 of the Agency for Access to Public Information
- Cambodia*: Draft data protection law
- Canada: Personal Information Protection and Electronic Documents Act
- China: Personal Information Protection Law of the People’s Republic of China
- Indonesia: Minister of Communications and Informatics Regulation No. 20 of 2016 on Personal Data Protection in the Electronic System
- Japan: Act on the Protection of Personal Information
- Mexico: Federal Law for the Protection of Personal Data in Possession of Individuals + Regulation
- Mexico: General Guidelines on Personal Data Protection for the Public Sector
- Mexico: General Law for the Protection of Personal Data in Possession of Obligated Entities
- Republic of Korea: Personal Information Protection Act
- Russian Federation: Federal Law No. 152-FZ on Personal Data Protection Act
- Saudi Arabia: Personal Data Protection Law
- Singapore: Personal Data Protection Act 2012
- Türkiye: Personal Data Protection Law
- United Arab Emirates: Federal Decree Law No. 45 Of 2021 On Personal Data Protection
- United Kingdom: Data Protection Act 2018
- European Union: Directive (European Union) 2016/680 on the protection of natural persons with regard to the processing of personal data by competent authorities for the purposes of the prevention, investigation, detection or prosecution of criminal offences or the execution of criminal penalties, and on the free movement of such data.
- European Union: Regulation 2018/1725 of the European Parliament and of the Council of 23 October 2018 on the protection of natural persons with regard to the processing of personal data by the Union institutions, bodies, offices and agencies and on the free movement of such data

**General Data Protection Law/Regulation**
- Brazil: General Data Protection Law (Lei Geral de Proteção de Dados Pessoais)
- of such data, and repealing Directive 95/46/EC
- United Kingdom: United Kingdom General Data Protection Regulation and Data Protection Act 2018
- European Union: Regulation on the protection of natural persons with regard to the processing of personal data and on the free movement

**Privacy Law/Act**
- Australia: Privacy Act 1988
- Canada: Privacy Act
- United States: Privacy Act of 1974, 5 United States Code § 552a

**Electronic communications**
- Türkiye: By-Law on the Processing of Personal Data and the Protection of Confidentiality in the Electronic Communications Sector
- Türkiye: Electronic Communications Law No. 5809
• United States: Stored Communications Act
• Canada: Personal Information Protection and Electronic Documents Act
• Indonesia: Regulation No. 20 of 2016 on Personal Data Protection in the Electronic System
• United Kingdom: Privacy and Electronic Communications Regulations 2003
• European Union: Directive 2002/58/EC on privacy and electronic communications

Financial transaction related
• Cambodia: Law on taxation
• Türkiye: Banking Law No. 5411
• Türkiye: Law on Approval of the Multilateral Convention on Mutual Administrative Assistance in Tax Matters (MAC) No. 7018
• Türkiye: Tax Procedure Law No. 213

Health
• United States: Confidentiality of Substance Use Disorder Patient Records

Public sector
• Türkiye: Statistics law of Türkiye
• Mexico: General Law for the Protection of Personal Data in Possession of Obligated Entities
• Mexico: General Guidelines on Personal Data Protection for the Public Sector
• European Union: Regulation 2018/1725 on the protection of natural persons with regard to the processing of personal data by the Union institutions, bodies, offices and agencies and on the free movement of such data

Other
• Cambodia: Law on consumer protection
• Russian Federation: Civil Aviation Code (Article 85.1)
• United States: Children’s Online Privacy Protection Act

Non-personal data

Geospatial
• Indonesia: Government Regulation No. 45 of 2021 on Implementation of Geospatial Information
• Republic of Korea: Act on the Establishment and Management of Spatial Data

Trade secrets/Intellectual Property
• United States: Copyright Law
• United States: Economic Espionage Act
• European Union: Directive 2016/943 of the European Parliament and of the Council of 8 June 2016 on the protection of undisclosed know-how and business information (trade secrets) against their unlawful acquisition, use and disclosure

Trade
• Indonesia: Government regulation No. 5 of 2020 on Trade Information System (derivative from Law No.7 of 2014 on Trade, amended by Law No. 11 of 2020 on Job Creation)

Cybersecurity
• European Union: ENISA (the European Union Agency for Cybersecurity) and on information and communications technology cybersecurity certification (Regulation 2019/881)

Other
• European Union: Framework for the free flow of non-personal data in the European Union (Regulation 2018/1807)
All data

Cybersecurity
- Cambodia*: Draft cybersecurity law
- China: Data Security Law
- Saudi Arabia: Critical systems cybersecurity controls
- Saudi Arabia: Essential cybersecurity controls
- United States: Federal Information Security Modernization Act

Databases/information systems/cloud computing
- Minimum information security requirements for cloud computing for public administration
  » Brazil: Normative Instruction GSI/PR Nº 5 - Provides for the minimum information security requirements for the use of cloud computing solutions by bodies and entities of the federal public administration.
  » Republic of Korea: Standards for Cloud Computing Service Information Protection
- Saudi Arabia: Cloud computing regulatory framework
- Saudi Arabia: Cloud first policy
- Saudi Arabia: IoT regulatory framework
- Türkei: Communiqué on management of information systems
- European Union*: Harmonised Rules on Artificial Intelligence and Amending Certain Union Legislative Acts (Artificial Intelligence Act)

Data governance
- Argentina: Provision n°60 / 2016 of the Agency for Access to Public Information
- Brazil: Open data policy
- Cambodia*: Draft data governance policy
- Japan: Basic Act on the Advancement of Public and Private Sector Data Utilization
- Saudi Arabia: Data Classification Policy
- United States: Open Government Data Act
- European Union*: Regulation on harmonised rules on fair access to and use of data (Data Act)
- European Union: A European strategy for data

Health
- Indonesia: Government Regulation No. 46 of 2014 on Health Information System
- European Union*: European Health Data Space

Security/Law Enforcement
- United States: Clarifying Lawful Overseas Use of Data (CLOUD) Act
- United States: Judicial Redress Act (link to criminal offenses)
- United States: The Wiretap Act

(Public) Procurement
- Cambodia: Law on public procurement
- United States: Procurement Law - 10 United States Code 3771, 130, 3013; related procurement regulations

Competition
- European Union*: Single Market For Digital Services

Telecommunications/Electronic Information
- Cambodia: Law on telecommunications
- Indonesia: Law No. 11 of 2008 on Electronic Information and Transaction as lastly amended by Law No. 19 of 2016 (Law 11/2008) + Regulation No. 71 of 2019
- Russian Federation: Federal Law No. 149-FZ on Information, Information Technologies and Data Protection 2006 (Data Protection Act)
• United States: The Stored Communications Act, 18 United States Code § 2701 et. seq.

Public sector
• Cambodia: Digital government policy
• Türkiye: Regulation on the Services of State archive

Other
• Cambodia: Digital Economy and society policy framework
• Cambodia: Draft digital development policy
• Cambodia: Law on e-commerce
• United States: Commodity Exchange Act

Note: The categorization in this table is predominantly descriptive to highlight clusters of topics addressed by the laws and regulations nor are the categories exclusive. Some laws and regulations are listed multiple times as they fall into several categories.
*Indicate drafts and proposals.
Source: UNCTAD based on G20 member States and invited guests' submissions.
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